
 

 

 

Ping Identity PingOne
 
To configure Netlify with Ping Identity PingOne:
 
�. In Ping Identity admin, click the Add Application button.
 
 

 

 

 
�. Select New SAML Application.
 

 

 

 
�. In Application Details:
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a. Application Name: Enter Netlify.

b. Application Description: Enter a description
c. Category: Select a category

 
Select Continue to Next Step.

 

 

 

 
�. In Application Configuration:

a. Select I have the SAML configuration

b. Assertion Consumer Service (ACS): Enter your ACS URL from Netlify >

Team settings > SAML support.
c. Entity ID: Enter your Entity ID from Netlify > Team settings > SAML support.



 
Select Continue to Next Step.

 



 



 

 

 

 
�. In SSO Attribute Mapping:
 

Add mappings for FirstName and LastName as shown in the screenshot.
 

Select Save & Publish.
 

 

 

 
�. In Review Setup



a. Select the Download link to the right of SAML Metadata to download your
PingOne IdP metadata. You will need to host this XML file publicly so that
Netlify can access it. A good place to host it is on one of your sites deployed by
Netlify.

 
Select Finish.

 



 

 

 
�. On your Netlify Team Settings page, click the Configure SAML Support button

under the SAML Support section.



 

 

 

 
�. Paste the URL of the XML file you downloaded in Step 6 and are now hosting

publicly into the Configure SAML Support input.
 

Click Save.
 

 

 

 

Azure Active Directory
�. Go to the Enterprise applications gallery:

https://portal.azure.com/#blade/Microsoft_AAD_IAM/StartboardApplicationsM
enuBlade/AllApps
You can search for “Enterprise applications” in the search bar if that URL doesn’t
take you there.

�. Click “New application”. It will take you to a panel like the onebelow:

https://portal.azure.com/#blade/Microsoft_AAD_IAM/StartboardApplicationsMenuBlade/AllApps
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